|  |  |
| --- | --- |
| **Use Case ID** | UC1 |
| **Use Case Name** | Giriş Yapma |
| **Scope** | POS Uygulaması |
| **Level** | Kullanıcı |
| **Primary Actor** | Muhasebeci-Çalışan-Admin |
| **Stakeholders** | Kasiyer, Satış Elemanı, Müşteri, Şirket, Yönetici, Muhasebeci |
| **Preconditions** | Kullanıcı sisteme daha önceden kaydedilmiş olmalı |
| **Postconditions** | * Kullanıcı Veritabanından Doğrulanır. * Google 2FA Code doğrulanır. * Arayüze geçiş yapılır. |
| **Main Success Scenario** | |
| 1. Sistem domainine browser aracılığı ile ulaşılınır. 2. Giriş yap butonuna basılır. 3. Kullanıcı adı ve şifre ile giriş yapılır. 4. Google 2FA kodu girilir. 5. Arayüz açılır. | |
| **Extensions** | |
| **3a:** Yanlış kullanıcı veya şifre ile giriş yapılır.   1. Sistem hata verir ve girişi reddeder. 2. Kullanıcı adı şifre düzeltilir / yönetici ile iletişime geçilir..   **4a:** Yanlış Google 2FA girilir.   1. Sistem hata verir ve girişi reddeder. 2. Google 2FA kodu düzeltilir. | |
| **Special Requirements** | * Google 2FA Application |
| **Technology and Data Variations List** | * Google 2FA Code * Browser |
| **Frequency of Occurrence** | Sürekli |
| **Miscellaneous** | * Google 2FA Server Up mı ? * Azure Service ler Up mı ? |